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本⽂書は、国⽴がん研究センター東病院（以下、NCCE)が設置するスパコン「KASHIWARP」
を公正かつ円滑に活⽤するために、KASHIWARP とそこに格納された研究者・事業者デー
タを利⽤し研究を⾏う企業・アカデミア・団体等の研究者(以下、利⽤者)が遵守すべき事項
を⽰したものである。  
 
⽤語の定義 
• 研究者・事業者データ: 臨床研究等を通じて全国から集積されるがん患者のマルチオミ

ックス情報及び臨床情報であり、KASHIWARP に格納されているデータセット。この
データセットのうち元データ管理者（元データが得られた臨床研究の研究代表者及び
代表者から委任を受けた担当者など）の承諾のもとに KASHIWARP 運営・運⽤委員会
の承認を受けたものについて、KASHIWARP を介して、新しい医療の研究開発等の利
⽤⽬的のために利⽤者へ提供される。 

• KASHIWARP 利 ⽤ 許 諾 等 ： KASHIWARP の 利 活 ⽤ を ⽬ 的 と し た 利 ⽤ 者 へ の
KASHIWARP 利⽤の許諾、及び研究者・事業者データの開⽰、提供、⼜は利⽤許諾等。 

 
NCCE の役割 
1. KASHIWARP 運営・運⽤委員会は、KASHIWARP 利⽤許諾等を⾏うことができるもの

とする。 
2. KASHIWARP 運営・運⽤委員会は、利⽤許諾等を受ける者が本ポリシーの定めに違反

した場合、利⽤許諾等の停⽌、新たな利⽤申請の拒絶等の措置を講ずることができ
る。 

3. KASHIWARP 運営・運⽤委員会は、利⽤者が元データ管理者の承認を受けた研究者・
事業者データを KASHIWARP で利⽤するために利⽤者にアクセス権限を付与する。 

 
KASHIWARP 利⽤ 
1. 利⽤者は、以下の書類を KASHIWARP 運営・運⽤委員会に提出し、承認を得るものとす

る。 
• 利⽤申請書 
• 所属機関での利⽤者リスト 
• KASHIWARP 利⽤セキュリティチェックリスト（以下、セキュリティチェ

ックリスト） 
• 必要に応じ、倫理審査委員会の承認書 
• 研究者・事業者データの利⽤がある場合は、アクセス権限付与申請書と元



データ管理者の承諾の証明（必要時のみ。承諾証明の提出の必要性および
書式については元データ管理者により別途定められる。） 

2. 利⽤者は、KASHIWARP 運営・運⽤委員会より許諾を受けた研究者・事業者データお
よび利⽤⽬的以外に KASHIWARP を使⽤してはならない。 

3. KASHIWARP 利⽤において、所属単位ごとに研究責任者が利⽤者リストに記載されてい
る中から利⽤者の研究者・事業者データ利⽤に関する情報管理を統括する情報管理責任
者を任命（研究責任者と兼任可）する。 

4. 利⽤者所属機関の研究責任者は、KASHIWARP 運営・運⽤委員会または KASHIWARP 運
営・運⽤委員会が指定する第三者が実施する監査に協⼒すること。 

5. 利⽤者所属機関の情報管理責任者は、年に⼀度、利⽤更新を⾏い、セキュリティチェッ
クリストを KASHIWARP 運営・運⽤委員会に提出すること。提出期限は年度末３⽉ 1⽇
から 3１⽇とする。 

6. 情報管理責任者は、セキュリティチェックリストを利⽤者に周知して遵守させること。 
7. 利 ⽤ 者 は 、 KASHIWARP 利 ⽤⽅法に つ い て 、 セ キ ュ リ テ ィ チ ェ ッ ク リ ス ト と

KASHIWARP 利⽤ポリシーを遵守すること。 
8. 利⽤者は、⼈を対象とする⽣命科学・医学系研究に関する倫理指針等の法令や指針を遵

守すること。 
9. 利⽤者は、KASHIWARP へのアクセス端末の利⽤に関して情報管理責任者の指⽰に従い、

セキュリティチェックリストによるチェックを定期的に実施すること。 
10. KASHIWARP のアカウント ID やパスワードは、利⽤者間であっても共有しないこと。
また、パスワードは他⼈が類推できない⼗分な強度に設定すること。 

11. KASHIWARP と接続するアクセス端末から外部のネットワークには直接接続しない厳
重なセキュリティ対策を講じること。 

12. アクセス端末は、部屋の施錠、部屋の⼊退出管理、盗難防⽌措置により厳重な管理を⾏
うこと。 

13. アクセス端末から離れる場合は、KASHIWARP からログアウトするか、端末をロックす
ることにより、他者から研究者・事業者データが⾒えないようにすること。 

14. アクセス端末には最新のセキュリティパッチを適⽤すること。 
15. 利⽤者は、原則、研究者・事業者データを KASHIWARP 外に持ち出さないこと。 
16. 利⽤者は、次の条件を満たす場合に限り、利⽤者所属機関の研究代表者⼜は情報管理責

任者の持ち出し許可を得て研究者・事業者データを持ち出すことができる。①研究者・
事業者データを分析・統計解析した結果、加⼯したデータであること。②KASHIWARP
運営・運⽤委員会より許諾を受けた利⽤⽬的であること。③KASHIWARP 運営・運⽤委
員会より承認を得ていること。 

17. 利⽤者は、データが漏洩等のインシデントが発⽣した場合には、速やかに利⽤者所属機
関の情報管理責任者に書⾯(電⼦メールへの添付ファイルを含む)による報告を⾏うこ



と。情報管理責任者は、速やかに KASHIWARP 運営・運⽤委員会に書⾯(電⼦メールへ
の添付ファイルを含む)で報告を⾏うこと。 

 
附 則 
（施⾏期⽇） 
このポリシーは、令和 7 年 8 ⽉ 25 ⽇から施⾏する。 


